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This Working Party was set up under Article 29 of Directive 95/46/EC. It is an independent European advisory
body on data protection and privacy. Its tasks are described in Article 30 of Directive 95/46/EC and Article 15 of
Directive 2002/58/EC.
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1. Identifying a lead supervisory authority: the key concepts
BULFE BN NS

1.1 ‘Cross-border processing* of personal data’

Mg A T2 R

Identifying a lead supervisory authority is only relevant where a controller or processor is
carrying out the cross-border processing of personal data. Article 4(23) of the General Data
Protection Regulation (GDPR) defines ‘cross-border processing’ as either the:
WHAFEEBMEL #"’*g B L @’*i*ﬁ?f{#‘”‘q"L&% P AR BE B o
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- processing of personal data which takes place in the context of the activities of
establishments in more than one Member State of a controller or processor in the
Union where the controller or processor is established in more than one Member
State; or the
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- processing of personal data which takes place in the context of the activities of a
single establishment of a controller or processor in the Union but which
substantially affects or is likely to substantially affect data subjects in more than

one Member State.
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This means that where an organisation has establishments in France and Romania, for
example, and the processing of personal data takes place in the context of their activities, then
this will constitute cross-border processing.
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Alternatively, the organisation may only carry out processing activity in the context of its
establishment in France. However, if the activity substantially affects — or is likely to

substantially affect - data subjects in France and Romania then this will also constitute cross-

border processing.
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1.1.1 ‘Substantially affects’
"R FREE,

The GDPR does not define ‘substantially’ or ‘affects’. The intention of the wording was to
ensure that not all processing activity, with any effect and that takes place within the context
of a single establishment, falls within the definition of ‘cross-border processing’.
GDPR: Aje 3 it & TR, &t & - 2 P PRS2 E P ] B
DA R E - pEFERIM T B BEYE D TEREY L TR

\\\
o

B

The most relevant ordinary English meanings of ‘substantial’ include; ‘of ample or
considerable amount or size; sizeable, fairly large’, or ‘having solid worth or value, of real
significance; solid; weighty, important” (Oxford English Dictionary).
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The most relevant meaning of the verb ‘affect’ is ‘to influence’ or ‘to make a material
impression on’. The related noun -‘effect’- means, amongst other things, ‘a result’ or ‘a
consequence’ (Oxford English Dictionary). This suggests that for data processing to affect
someone it must have some form of impact on them. Processing that does not have a
substantial effect on individuals does not fall within the second part of the definition of
‘cross-border processing’. However, it would fall within the first part of the definition where
the processing of personal data takes place in the context of the activities of establishments in
more than one Member State of a controller or processor in the Union, where the controller or

processor is established in more than one Member State.
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Processing can be brought within the second part of the definition if there is the likelihood of
a substantial effect, not just an actual substantial effect. Note that ‘likely to’ does not mean
that there is a remote possibility of a substantial effect. The substantial effect must be more
likely than not. On the other hand, it also means that individuals do not have to be actually
affected: the likelihood of a substantial effect is sufficient to bring the processing within the

definition of ‘cross-border processing’.
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The fact that a data processing operation may involve the processing of a number — even a
large number — of individuals’ personal data, in a number of Member States, does not
necessarily mean that the processing has, or is likely to have, a substantial effect. Processing
that does not have a substantial effect does not constitute cross-border processing for the

purposes of the second part of the definition, regardless of how many individuals it affects.
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Supervisory Authorities will interpret ‘substantially affects’ on a case by case basis. We will
take into account the context of the processing, the type of data, the purpose of the processing
and factors such as whether the processing:
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o causes, or is likely to cause, damage, loss or distress to individuals;

BEATRBIHETALHT LA E

o has, or is likely to have, an actual effect in terms of limiting rights or denying an
opportunity;
ERGEAESBE T Ly AVl FERE
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o affects, or is likely to affect individuals’ health, well-being or peace of mind;
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o affects, or is likely to affect, individuals’ financial or economic status or
circumstances;
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o leaves individuals open to discrimination or unfair treatment;
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o involves the analysis of the special categories of personal or other intrusive data,
particularly the personal data of children;
WE AP HAGYLEEAFHEAES BB TR B LRE L BAT
#

o causes, or is likely to cause individuals to change their behaviour in a significant
way;

BAAT RS BA AR F2 N gH T

o has unlikely, unanticipated or unwanted consequences for individuals;
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o creates embarrassment or other negative outcomes, including reputational damage;
or
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o 1involves the processing of a wide range of personal data.

WE R AT

Ultimately, the test of ‘substantial effect’ is intended to ensure that supervisory authorities are
only required to co-operate formally through the GDPR’s consistency mechanism "where a
supervisory authority intends to adopt a measure intended to produce legal effects as regards
processing operations which substantially affect a significant number of data subjects in
several Member States”. (Recital 135)
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1.2 Lead supervisory authority.
N33 EY

Put simply, a ‘lead supervisory authority’ is the authority with the primary responsibility for
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dealing with a cross-border data processing activity, for example when a data subject makes a
complaint about the processing of his or her personal data.
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The lead supervisory authority will coordinate any investigation, involving other ‘concerned’

supervisory authorities.
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Identifying the lead supervisory authority depends on determining the location of the
controller’s ‘main establishment’ or ‘single establishment’ in the EU. Article 56 of the GDPR
says that:
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- the supervisory authority of the main establishment or of the single establishment of
the controller or processor shall be competent to act as lead supervisory authority
for the cross-border processing carried out by that controller or processor in
accordance with the [cooperation] procedure provided in Article 60.
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1.3 Main establishment.
ERR 3 13

Article 4(16) of the GDPR states that ‘main establishment’” means:
GDPR% 4ix % 164 " A & 52 fady °

- as regards a controller with establishments in more than one Member State, the

place of its central administration in the Union, unless the decisions on the
purposes and means of the processing of personal data are taken in another
establishment of the controller in the Union and the latter establishment has the
power to have such decisions implemented, in which case the establishment having
taken such decisions is to be considered to be the main establishment;
g Bt SRR RBLEFFAT A ERERP L LAY
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- as regards a processor with establishments in more than one Member State, the
place of its central administration in the Union, or, if the processor has no central
administration in the Union, the establishment of the processor in the Union where
the main processing activities in the context of the activities of an establishment of
the processor take place to the extent that the processor is subject to specific
obligations under this Regulation,
fge?._ VBV ;Lﬁ/gr]’;(;g’gﬁﬁ X FLiFH ﬁ E B gprnpz v ?g
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2. Steps to identify the lead supervisory authority
FULFTEEBHZHR

2.1 Identify the ‘main establishment’ for controllers

EUELE FRUER ¥ 41

In order to establish where the main establishment is, it is firstly necessary to identify the
central administration of the data controller in the EU, if any.! The approach implied in the
GDPR is that the central administration in the EU is the place where decisions about the
purposes and means of the processing of personal data are taken and this place has the power
to have such decisions implemented.
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The essence of the lead authority principle in the GDPR is that the supervision of cross-
border processing should be led by only one supervisory authority in the EU. In cases where
decisions relating to different cross-border processing activities are taken within the EU
central administration, there will be a single lead supervisory authority for the various data
processing activities carried out by the multinational company. However, there may be cases
where an establishment other than the place of central administration makes autonomous
decisions concerning the purposes and means of a specific processing activity. This means

that there can be situations where more than one lead authority can be identified, i.e. in cases

! The GDPR is relevant for the EEA and will apply after its incorporation into the EEA Agreement. The

GDPR is currently under scrutiny for incorporation, see http://www.efta.int/eea- lex/32016R0679
GDPRE gt (T AP M B » £ #-f 0 » TSR RIS " - GDPRP # I Akt RAEZRX F & >
7 1% B http://www.efta.int/eea-lex/32016R0679
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where a multinational company decides to have separate decision making centres, in different
countries, for different processing activities.
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It is worth recalling, that where a multinational company centralises all the decisions relating
to the purposes and means of processing activities in one of its establishments in the EU (and
that establishment has the power to implement such decisions), only one lead supervisory
authority will be identified for the multinational.
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In these situations it will be essential for companies to identify precisely where the decisions
on purpose and means of processing are taken. Correct identification of the main
establishment is in the interests of controllers and processors because it provides clarity in
terms of which supervisory authority they have to deal with in respect of their various
compliance duties under the GDPR. These may include, where relevant, designating a data
protection officer or consulting for a risky processing activity that the controller cannot
mitigate by reasonable means. The relevant provisions of the GDPR are intended to make
these compliance tasks manageable.
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The examples below illustrate this:
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Example 1: A food retailer has its headquarters (i.e. its ‘place of central administration’) in
Rotterdam, Netherlands. It has establishments in various other EU countries, which are in
contact with individuals there. All establishments make use of the same software to process
consumers’ personal data for marketing purposes. All the decisions about the purposes and
means of the processing of consumers’ personal data for marketing purposes are taken within
its Rotterdam headquarters. This means that the company’s lead supervisory authority for this
cross border processing activity is the Netherlands supervisory authority.
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Example 2: A bank has its corporate headquarters in Frankfurt, and all? its banking processing
activities are organised from there, but its insurance department is located in Vienna. If the
establishment in Vienna has the power to decide on all insurance data processing activity and
to implement these decisions for the whole EU, then as foreseen in Art 4(16) of the GDPR,
the Austrian supervisory authority would be the lead authority in respect of the cross border
processing of personal data for insurance purposes, and the German authorities (Hessen
supervisory authority) would supervise the processing of personal data for banking purposes,
wherever the clients are located. *
REEEEY SR
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2 In the context of processing personal data for banking purposes, we recognise that are many different
processing activities involved in this. However, to simplify matters, we address all of them as a single purpose.
The same is true of processing done for insurance purposes.
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3 It should be recalled also that the GDPR provides for the possibility of local oversight in specific cases. See
Recital (127): “Each supervisory authority not acting as the lead supervisory authority should be competent to
handle local cases where the controller or processor is established in more than one Member State, but the
subject matter of the specific processing concerns only processing carried out in a single Member State and
involves only data subjects in that single Member State, for example, where the subject matter concerns the
processing of employees' personal data in the specific employment context of a Member State.” This principle
means that the supervision of HR data connected to local employment context could fall to several supervisory
authorities.
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2.1.1 Ciriteria for identifying a controller’s main establishment in cases where it is not

the place of its central administration in the EU

FPRELAY L PP TRl BB L R RELRE

Recital 36 of the GDPR is useful in clarifying the main factor that shall be used to determine a
controller’s main establishment if the criterion of the central administration does not apply.
This involves identifying where the effective and real exercise of management activities, that
determine the main decisions as to the purposes and means of processing through stable
arrangements, takes place. Recital 36 also clarifies that “the presence and use of technical
means and technologies for processing personal data or processing activities do not, in
themselves, constitute a main establishment and are therefore not determining criteria for a
main establishment”.
FOOAEEPAEL R Er o GDPR® F $ 368 M RP AL E K A
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The data controller itself identifies where its main establishment is and therefore which
supervisory authority is its lead authority. However, this can be challenged by the respective
supervisory authority concerned afterwards.

FREEE A AR $%+7wp»’@aﬂwm??&wm¢f%%wo
AT AP BT RRDIBE G ME F M PR

-
Ym0

oy

The factors below are useful for determining the location of a controller’s main establishment,
according to the terms of the GDPR, in cases where it is not the location of its central
administration in the EU.
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o  Where are decisions about the purposes and means of the processing given final ‘sign
off’?

B8 P oenfe Nz K 0 BB T3V Ak S ?

o  Where are decisions about business activities that involve data processing made?
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o  Where does the power to have decisions implemented effectively lie?

PR TR RS Rk G0 ?

o  Where is the Director (or Directors) with overall management responsibility for the
cross border processing located?

HEREY (20 fRFELEF (REFP) TheriFm?

o  Where is the controller or processor registered as a company, if in a single territory?

FaH-pdp ’al';?—’ﬁé‘xp WKL 2 2P TR LR D

Note that this is not an exhaustive list. Other factors may be relevant depending on the
controller or processing activity in question. If a supervisory authority has reasons to doubt
that the establishment identified by the controller is in reality the main establishment for the
purposes of the GDPR, it can — of course — require the controller to provide the additional

information necessary for it to prove where its main establishment is located.

FARVTAEE A E 2 GE R B F R T AN 0 AT 2 L#’*"g?fz\ﬁ’*
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2.1.2 Groups of undertakings

o )
Where processing is carried out by a group of undertakings that has its headquarters in the EU,
the establishment of the undertaking with overall control is presumed to be the decision-
making centre relating to the processing of personal data, and will therefore be considered to
be the main establishment for the group, except where decisions about the purposes and
means of processing are taken by another establishment. The parent, or operational
headquarters of the group of undertakings in the EU, is likely to be the main establishment,
because that would be the place of its central administration.
FEF Gl RINAVHFEEPZ EFFBTL T A EME E2 AL A
A FAE Aphl 2 AR Y s PSRBT ARAR G TRiZ B B2 A Q%%’%%ﬁ
P aHod SNARR 2 AR R V- BB RN TP BN AL AR A 2P Y E
TG T AL Ry E o FIH T AT L IR ST o

The reference in the definition to the place of a controller’s central administration works well

for organisations that have a centralised decision-making headquarters and branch-type
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structure. In such cases it is clear that the power to make decisions about cross-border data
processing, and to have them carried out, lies within the company’s headquarters. In such
cases, determining the location of the main establishment — and therefore which supervisory
authority is the lead supervisory authority - is straightforward. However, the decision system
of group of companies could be more complex, giving independent making powers relating to
cross border processing to different establishments. The criteria set out above should help
groups of undertakings to identify their main establishment.
Bk IR A 2 T ReRd ﬂﬁ FF B FULR AR 4 R
e uu, f&i“ o FY Lbﬁ i—x,:—r » {7 4 &%; F Lﬁ\j‘v #4“,,3{,& AW 2 3;54 g &F'
%%* %““°”“ﬁ%ﬁ1’aw~$%%7wp%—-”5ﬁwﬁﬁwqm*
EEBM - BiPmeAa  FFEEEMERT 2 RHRETHERET 2 b2 4K
’l‘ﬁ PE AR AT R L A se o PR B EE B RGO R o

2.1.3 Joint data controllers

£FTREE

The GDPR does not specifically deal with the issue of designating a lead authority where two
or more controllers established in the EU jointly determine the purposes and means of
processing — i.e. joint controllers. Article 26(1) and Recital 79 make it clear that in joint
controller situations, the controllers shall in a transparent manner determine their respective
responsibilities for compliance with their obligations under the Regulation. In order, therefore,
to benefit from the one-stop-shop principle, the joint controllers should designate (among the
establishments where decisions are taken) which establishment of the joint controllers will
have the power to implement decisions about the processing with respect to all joint
controllers. This establishment will then be considered to be the main establishment for the
processing carried out in the joint controller situation. The arrangement of the joint controllers
1s without prejudice to the liability rules provided in the GDPR, in particular in Article 82(4).
FOABE S BRIVTERN L ?ﬂ < e '**E‘fﬂf‘—""‘\—““"??i“’"’ﬁﬂfﬁ
GDPR . %’q‘?wjiﬁ#g AP 2 R (TR $260F R 1 frm 7 FTOREP AR T
MEFRE LT ORE RGP L2 SRR p T ARR R T
;nﬁ:ﬁﬁﬁmﬂﬁz’#wﬁﬁﬁ@<m§%%%%ﬂ>ﬁiﬁ#kﬁ%%<%%
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2.2 Borderline cases
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There will be borderline and complex situations where it is difficult to identify the main
establishment or to determine where decisions about data processing are taken. This might be
the case where there is cross-border processing activity and the controller is established in
several Member States, but there is no central administration in the EU and none of the EU
establishments are taking decisions about the processing (i.e. decisions are taken exclusively
outside of the EU).

€7 - LEL AW A & PR BRI T TR E Y 2 4
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In the case above, the company carrying out cross border processing may be keen to be
regulated by a lead authority to benefit from the one-stop-shop principle. However, the GDPR
does not provide a solution for situations like this. In these circumstances, the company
should designate the establishment that has the authority to implement decisions about the
processing activity and to take liability for the processing, including having sufficient assets,
as its main establishment. If the company does not designate a main establishment in this way,
it will not be possible to designate a lead authority. Supervisory authorities will always be

able to investigate further where this is appropriate.

AFHERT I GEREY 2 20TV F Y XIE 3; e T? P LY R
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The GDPR does not permit ‘forum shopping’. If a company claims to have its main
establishment in one Member State, but no effective and real exercise of management activity
or decision making over the processing of personal data takes place there, the relevant
supervisory authorities (or ultimately EDPB) will decide which supervisory authority is the
‘lead’, using objective criteria and looking at the evidence. The process of determining where
the main establishment is may require active inquiry and co-operation by the supervisory
authorities. Conclusions cannot be based solely on statements by the organisation under
review. The burden of proof ultimately falls on controllers and processors to demonstrate to

the relevant supervisory authorities where the relevant processing decisions are taken and
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where there is the power to implement such decisions. Effective records of data processing
activity would help both organisations and supervisory authorities to determine the lead
authority. The lead supervisory authority, or concerned authorities, can rebut the controller’s
analysis based on an objective examination of the relevant facts, requesting further
information where required.

GDPR% o3 T3iE 3 F48M | - PR O BFI AL HBRENE - B AR >
RONIIIRIET B G Afrd E A A A B A FTHREY 2L M E E B (&
5 #EDPB) #-¢ * BB § FHEA AP T F5M 5 T FIEM , - i B
PREBAT AP ZARRET R RE B m?frl BALEE T ISR EFEAN LG
Bzt e F e Er LI ERRFETE U HE B BMHEP PHEY -
RZFA P NI G EH T -"—ﬁL’ TR o Gk TALE T B gedi kg Ot B
EEWMARAFTEM L FTE R BME G BT RREPNEFERGTANS Y
WEHFLA1T LA EpE - HFR -
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In some cases the relevant supervisory authorities will ask the controller to provide clear
evidence, in line with any EDPB guidelines, of where its main establishment is, or where
decisions about a particular data processing activity are taken. This evidence will be given
due weight and the supervisory authorities involved will co-operate to decide which one of
them will take the lead in investigations. Such cases will only be referred to the EDPB for a
decision under Article 65(1)(b) where supervisory authorities have conflicting views in terms
of identifying the lead supervisory authority. However, in most cases, we expect that the

relevant supervisory authorities will be able to agree a mutually satisfactory course of action.

BT 0 AR E RS AL Ry f RIREDPBp sl i H A & Rt &
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2.3 Processor

XLE? -?lf

The GDPR also offers the one-stop-shop system for the benefit of data processors that are
subject to GDPR and have establishments in more than one Member State.

Firx %ﬁ“—@u*7¢ﬁﬂ B Y8 0 GDPR7™ 3 % H R fe2 L@ % K 2
& a‘% o PR

Article 4(16)(b) of the GDPR states that the processor’s main establishment will be the place
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of the central administration of the processor in the EU or, if there is no central administration
in the EU, the establishment in the EU where the main processing (processor) activities take
place.

GDPR % 4i% % 163 %bp R 7> X 2EF* ﬁ&Li%%&ﬁg—iﬁ ERREREP LY L PR
WHETay  MFERE T R A FIRH o PR POV EE LB DB AR

wr (% f.@’#—«‘z) EEE A 2T A o

However, according to Recital 36, in cases involving both controller and processor, the
competent lead supervisory authority should be the lead supervisory authority for the
controller. In this situation, the supervisory authority of the processor will be a ‘supervisory
authority concerned’ and should participate in the cooperation procedure. This rule will only
apply where the controller is established in the EU. In cases when controllers are subject to
the GDPR on the basis of Art 3(2), they will not be subject to the one-stop-shop mechanism.
A processor may provide services to multiple controllers located in different Member States —
for example, a large cloud-service provider. In such cases, the lead supervisory authority will
be the supervisory authority that is competent to act as lead for the controller. In effect, this
means a processor may have to deal with multiple supervisory authorities.
%a,w%ﬁfﬁ%%’amﬁ%a ?ﬂfﬁi‘wifﬁﬂT’ﬁ%i%“%%M
BTy H 21 ?%Mmu,ivﬂﬁpﬁﬂﬂ\;?%w%ﬂr*% BB
%%rnmi@ow%wuﬁi%*dw”? REWRREBN e FiE F A

%315 %27 A L GDPR# T & » PIHE-7 i * — shN 4] o X 20iF % -?-,"V A YR o
ARz 2 fl%«ﬁ';? "F}fa‘%lf—Fle» — bl A A ZEPRIFEF o P AEFIRT > A F‘ ?
PR - a0 4 %?’”?’k7n’?ﬁw&§°'§’ P’l«”‘%"%%’%?@%’*ﬁ??i’ VR
THEH

3.  Other relevant issues

HwAp bR AE
3.1 The role of the ‘supervisory authority concerned’
"I ME BN, 249
GDPR Article 4(22) says that the:
GDPR % 4i% % 22304 2 ¢

‘supervisory authority concerned’ means a supervisory authority which is
concerned by the processing of personal data because: (a) the controller or

processor is established on the territory of the Member State of that supervisory
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authority; (b) data subjects residing in the Member State of that supervisory
authority are substantially affected or likely to be substantially affected by the
processing; or (c) a complaint has been lodged with that supervisory authority.
TEREF K ﬁﬁfﬁ%%ﬁ-ﬂﬁﬂffpﬁﬂ’* (a) 2§ # 5
Rpeif P FAREVGE PR FLL (b) BARTEFHY
ThNF B EARGE G FHTNT T FHE A (c) e gL
BB Y FF o

The concept of a concerned supervisory authority is meant to ensure that the ‘lead authority’
model does not prevent other supervisory authorities having a say in how a matter is dealt
with when, for example, individuals residing outside the lead authority’s jurisdiction are
substantially affected by a data processing activity. In terms of factor (a) above, the same
considerations as for identifying a lead authority apply. Note that in (b) the data subject must
merely reside in the Member State in question; he or she does not have to be a citizen of that
state. It will generally be easy — in (c) to determine — as a matter of fact — whether a particular

supervisory authority has received a complaint.

THEFBMZEL ) bR T TN N g mE ¢ T NS E T
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Article 56, paragraphs (2) and (5) of the GDPR provide for a concerned supervisory authority
to take a role in dealing with a case without being the lead supervisory authority. When a lead
supervisory authority decides not to handle a case, the concerned supervisory authority that
informed the lead shall handle it. This is in accordance with the procedures in Article 61
(Mutual assistance) and Article 62 (Joint operations of supervisory authorities) of the GDPR.
This might be the case where a marketing company with its main establishment in Paris
launches a product that only affects data subjects residing in Portugal. In such a case the
French and Portuguese supervisory authorities might agree that it is appropriate for the
Portuguese supervisory authority to take the lead in dealing with the matter. Supervisory
authorities may request that data controllers provide input in terms of clarifying their
corporate arrangements. Given that the processing activity has a purely local effect — i.e. on
individuals in Portugal — the French and Portuguese supervisory authorities have the

discretion to decide which supervisory authority should deal with the matter — in accordance
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with Recital 127.
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The GDPR requires lead and concerned supervisory authorities to co-operate, with due
respect for each other’s views, to ensure a matter is investigated and resolved to each
authority’s satisfaction — and with an effective remedy for data subjects. Supervisory
authorities should endeavour to reach a mutually acceptable course of action. The formal
consistency mechanism should only be invoked where co-operation does not reach a mutually
acceptable outcome.

GDPRE #:i Ffc5 MEZ F M i § & %ﬂ,i'%i‘ﬁ'f@ﬁé‘f%’ﬂﬁil = ’}?‘5*
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The mutual acceptance of decisions can apply to substantive conclusions, but also to the
course of action decided upon, including enforcement activity (e.g. full investigation or an
investigation with limited scope). It can also apply to a decision not to handle a case in
accordance with GDPR, for example because of a formal policy of prioritisation, or because
there are other concerned authorities as described above.
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The development of consensus and good will between supervisory authorities is essential to
the success of the GDPR’s cooperation and consistency process.
EEWMLFE: L3l RHWESGDPRL £ T fr- REAEAEIHELR -
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3.2  Local processing.

fdo 38 H

Local data processing activity does not fall within the GDPR’s cooperation and consistency
provisions. Supervisory authorities will respect each other’s competence to deal with local
data processing activity on a local basis. Processing carried out by public authorities will

always be dealt with on a ‘local’ basis too.

By FORE T S8 FAGDPRE o K2 RAEE o §F M AT £y § #
BB b TRER FH 2G04 o SRS EFZE Y L B B T Ak 2 A#H

33 Companies not established within the EU.
ARINHRAP LT

The GDPR’s cooperation and consistency mechanism only applies to controllers with an
establishment, or establishments, within the European Union. If the company does not have
an establishment in the EU, the mere presence of a representative in a Member State does not
trigger the one-stop-shop system. This means that controllers without any establishment in the
EU must deal with local supervisory authorities in every Member State they are active in,
through their local representative.
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Done in Brussels, on 13 December 2016

2016F 127 13p > F & F f = =

For the Working Party,

1 iF)

The Chairwoman
e
Isabelle FALQUE-PIERROTIN
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As last revised and adopted on 05 April 2017
2017#47 5p & fe 13 371 3 i

For the Working Party

1 iF)

The Chairwoman

EW

Isabelle FALQUE-PIERROTIN
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ANNEX - Questions to guide the identification of the lead supervisory authority
e - G ERBNAFEFBMLIRR

1. Is the controller or processor carrying out the cross-border processing of

personal data?
BEHA R Er FRILFHABA TREY ?

a. Yes, if
A0 F

e the controller or processor is established in more than one Member State and

B A EEET FRE - B S RASRR 2

e the processing of personal data takes place in the context of the
activities of establishments in more than one Member State.

BAFHZEY - Bl X M2 B2 EH RPN FL -

» In this case, go to section 2.
WP EERT 0 AR F29 o

b. Yes, if:
S

e the processing of personal data takes place in the context of the activities of a
data controller or processor’s single establishment in the Union, but:
BAFHRZEY L ATRLEF Rt i EAREN S A H- 2
;m%%@p%4’@:

e substantially affects or is likely to substantially affect individuals in more than

one Member State.

PEHFSTARFHF- B SEARR 2R

» In this case, the lead authority is the authority for the controller or processor’s
single establishment in a single Member State. This must — by logic - be the

controller or processor’s main establishment because it is its only

establishment.
%}ﬁuﬁ_.r—g—;m—r , i%%}}grﬁg ,’ﬁaﬁ?:ﬁg\‘i;ﬁgy .ﬁ, %’\;’_E_ =\ ﬁ B p
B me M o B - BB - GpE ALl f2d
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4R FIH Lot 2 phuk

How to identify the ‘lead supervisory authority’
ey TidEFBM

a. Inacase involving only a controller:

AR A B R

i.  Identify the controller’s place of central administration in the EU;

WU E F PN RP AP L S F IR A

ii. The supervisory authority of the country where the place of central

administration is located is the controller’s lead authority.

SRR LRTLE FBM AR AL 1 N

However:

R

iii. If decisions on the purposes and means of the processing are taken in another

establishment in the EU, and that establishment has the power to implement

those decisions, then the lead authority is the one located in the country where

this establishment is.

—5?&,‘?"‘ F* P mlf\—_«'ﬂs \.7 Lg\]ﬁp} ]x—v—s"@\ﬁf 7 ¥ - l@;%,&."‘j‘xﬁlf‘r y @ ;’/;

VB BERGELAE LT N aRETAR R E

Bd o

b. Ina case involving a controller and a processor:

R AR ﬂfr" ’*'ﬁ’ FmT o

B

i.  Check if the controller is established in the EU and subject to the one-stop-

shop system. If so,

g»\::\.k#o? X {?‘ B %/\%’\‘ﬂ PﬂiF\ _:-: é - vé:'} /j ‘“LHL%;}“%JQ’\ ° v&r{ ’

ii. Identify the lead supervisory authority of the controller. This authority will also

be the lead supervisory authority for the processor.

BURFF LA FEFRM M L%l F 2 FE M

iii. The (non-lead) supervisory authority competent for the processor will be a

‘concerned authority’ — see 3 below.

£ ZLE —‘ﬁi (L2 F) BFEFBMEET T MPH, — F4ET
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2 %37 o

¢. Ina case involving only a processor:

WA E LR F 2 R

i.  Identify the processor’s place of central administration in the EU;
FOEKEE H PR LY g AT A

ii. If the processor has no central administration in the EU, identify the

establishment in the EU where the main processing activities of the processor

take place.
%’; L H H L_@F’_Tﬂaﬁ_'g ﬁﬁﬁ,g&\.gm @“'ﬁ*?%ﬁﬁfi-@
E /&§44%+

d. In acase involving joint controllers:

WA E R RT

i.  Check if the joint controllers are established in the EU.
FERE R E F AT REEREEP

ii. Designate among the establishments where decisions on the purposes and
means of the processing are taken the establishment which has the power to
implement these decisions with respect to all joint controllers. This
establishment will then be considered to be the main establishment for the
processing carried out by the joint controllers. The lead authority is the one
located in the country where this establishment is.
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3. Are there any ‘concerned supervisory authorities’?
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An authority is a ‘concerned authority’:
SWRE T s

e when the controller or processor has an establishment on its territory, or:
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e when data subjects on its territory are substantially affected or likely to be
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substantially affected by the processing, or:
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e when a complaint is received by a particular authority.
B MY AR
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